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PREAMBLE 
 
Reserve Bank of India (RBI) and Securities and Exchange Board of India (SEBI) has been 
issuing guidelines on Know Your Customer (KYC) norms, norms/Anti-Money Laundering 
(AML) standards/Combating Financing of Terrorism (CFT)/Obligations of NBFCs under 
PMLA, 2002 and measures to be taken in this regard.  
 
NBFCs are required to ensure that a proper policy framework on ‘Know Your Customer’ and 
Anti-Money Laundering measures with the approval of the Board is formulated and put in 
place. This policy document has been prepared in line with the RBI/ SEBI guidelines. As a part 
of the policy, the Company shall ensure that the information collected from the customer for 
the purpose of opening of account is kept as confidential and shall not divulge any details 
thereof for cross selling or any other purposes. The Company shall, therefore, ensure that the 
information sought from the customer is relevant to the perceived risk, is not intrusive, and is in 
conformity with the guidelines issued by RBI/ SEBI. Any other information from the customer 
should be sought separately with his /her consent after opening the account. 
 
MEANING OF MONEY LAUNDERING 

 
Money Laundering is any transaction or series of transactions undertaken to conceal or disguise 
the nature and source of funds that have been obtained from illegal activity. The main objective 
of the money launderer is to transform ‘dirty’ money into seemingly clean money or other assets 
in a way to leave as little trace as possible of the transformation.  
 
GENERAL PROVISIONS 
 
This Policy represents the basic standards of Anti-Money Laundering and Combating 
Terrorism Financing (hereinafter collectively referred to as AML). Changes in the Policy will 
become effective upon approval by the Board of Directors of the Company. All relevant 
employees must be thoroughly familiar or made familiar with it and make use of the material 
contained in this Policy. 
 
OBJECTIVES, SCOPE AND APPLICATION OF THE POLICY 
 
The primary objective of the policy is to prevent the Company from being used, intentionally or 
unintentionally, by criminal elements for money laundering activities or terrorist financing 
activities. 
 
OBJECTIVES PURSUED BY THIS POLICY ARE AS FOLLOWS: 

  
 Promote a “KYC” Policy as a cornerstone principle. 
 Introduce a controlled environment where no business with a customer is transacted until all 

essential information concerning the customer has been obtained. 



 
 Conduct Self – Assessments of Compliance with Anti Money Laundering Policy & 

Procedures. 
 To lay down explicit criteria for acceptance of customers. 
 To establish procedures to verify the bona-fide identification of individuals/non individuals 

for opening of account. 
 To establish processes and procedures to monitor transactions of suspicious nature in 

accounts. 
 To develop measures for conducting due diligence in respect of customers and reporting of 

such transactions. 
 
DEFINITION OF CUSTOMER 
 
For the purpose of KYC policy a ‘Customer’ means a person defined under KYC policy of RBI/ 
SEBI and any amendment from time to time by RBI / SEBI which are at present as under :- 
• A person or entity that maintains an account and/or has a business relationship with M/s. 
DEEVEE COMMERCIALS LIMITED 

• One on whose behalf the account is maintained (i.e. the beneficial owner). 

• Beneficiaries of transactions conducted by customer/ clients. 
• Any other person or entity connected with a financial transaction which can pose significant 
reputation or other risks to DEEVEE COMMERCIALS LIMITED say an issue of high value 
demand draft as a single transaction. 
 
CLIENT DUE DILIGENCE 
 
• Client Due Diligence is the main part of the policy and includes following: 
 Client Acceptance Policy 
 Client Identification Procedure 
 Categorization of Clients 
 
CUSTOMER ACCEPTANCE POLICY (“CAP”) 
 
Considering the potential threat of usage of the financial services by a money launderer, it is 
essential to make reasonable efforts to determine the true identity of clients. The Company has 
put in place effective procedures to obtain requisite details for proper identification of new 
customers. 
 
Customer Acceptance Policy requires all customers to fill in the KYC Form to capture the 
relevant data for all categories of customers and provide supporting documents as given in the 
forms as a part of customer identification process / KYC. 
 
• All KYC Documentations and Procedures are followed at the time of account opening and no 
account is opened where the company is unable to apply appropriate CDD measures/KYC 
policies. This is applicable in cases where it is not possible to ascertain the identity of the client, 
or the information provided to the intermediary is suspected to be non genuine or there is 
perceived non cooperation of the client in providing full and complete information. 
• The submission of all documents required under this policy is prerequisite for account opening 
for all clients. Incomplete application including incomplete documentation is rejected. The 
Company follows the RBI/ SEBI guidelines for implementing client identification procedure. 
• The authorized official /employees of the company personally verify the photograph of the 
client affixed on the Account Opening Form and the proof of identity documents with the 



 
person concerned. The authorized official of the RFSL who has done in person verification and 
verified the documents with original also signs on the Account Opening Form. 
• Each original document is seen prior to acceptance of a copy. 
• In case of any discrepancy or non-provision of information by the client, the Company seeks 
necessary clarification from the applicant and activates the account only when the discrepancy 
is resolved or the deficiency is fulfilled.  
• Verify the customer’s identity using reliable, independent source documents, data or 
information by following procedure: 
 
 The PAN Card details are verified with the name(s) appearing on the website of the Income 
Tax Department. In case the name(s) do not match or the PAN Card details are not present in 
the PAN Card database, the Company seeks necessary clarification from the applicant(s) and 
activates the account only when the discrepancy is resolved otherwise Accounts are not opened. 
 The Company maintains list of the PAN debarred by SEBI and updates the list on a regular 
basis and ensures that no client’s application is accepted if the name of such client falls in the list 
of debarred PAN maintained by the company. 
 Precaution is taken as far as possible before opening an account so as to ensure that the 
identity of the client does not match with any person having known criminal background or is 
not banned in any other manner, whether in terms of criminal or civil proceedings by any 
enforcement agency worldwide provided appropriate information is available to identify a 
person based on PAN/address/any other appropriate information is available to the Company 
from websites generally known for such purpose/information provided by SEBI/RBI. 
 As per guidance provided by RBI/SEBI, the Company puts in place necessary procedures to 
determine whether their existing/potential client is a Politically Exposed Person (PEP) or of 
foreign origin. Such procedures include seeking additional information from clients, accessing 
publicly available information etc. as per guidance provided by RBI/SEBI. 
 As per guidance provided by SEBI, the Company obtains sufficient information from the 
clients in order to identify the person who beneficially owns and controls the account. 
 
 Precaution is taken that no account is opened in a fictitious / benami name or on an 
anonymous basis. 
 The Company categorizes its clients into low, medium and high risk as per the Client 
categorization procedure adopted by the Company from time to time. Clients are categorized at 
the time of account opening with the Company based on the information provided by the Client 
in KYC, information available in public domain, etc.  
 The applicant is required to disclose his/her financial status & occupation details as required 
by PMLA. In case of Non Individual clients like corporate, Trust, Partnership firms, etc. last 2 
years balance sheet is obtained and are periodically updated. In case of corporate customers, the 
details of the borrower company, its Directors as well as shareholders would be obtained. And in 
case of any company having shareholding of more than 25% in the client company, the 
shareholding of that company shall also be obtained to identify the beneficiary ownership. 
 
The Company takes reasonable measures to verify the sources of funds as well as wealth of the 
clients and ensures that they are routed through proper banking channels. It takes reasonable 
steps to ensure that funds are received from clients through their  bank account registered with 
the Company and payment to the client is made through ‘Account Payee’ cheque and/ or direct 
credit to the client bank account registered with it. The Company neither accepts cash from its 
clients nor gives cash to its clients. As per RBI directive, the Company gets banker’s certificate 
whenever a client gives demand draft. 
 
 
 
 



 
CUSTOMER IDENTIFICATION PROCEDURES (“CIP”) 
 
Customer identification means identifying the customer and verifying his/her identity by using 
reliable, independent source documents, data or information. The Company shall obtain 
sufficient information necessary to verify the identity of each new customer along brief details 
of its promoters and management, whether regular or occasional and the purpose of the intended 
nature of business relationship. 
 
The following precautions are taken by the Company in order to ascertain that accounts are not 
misused by the clients or by any third parties for money laundering activities: 
• The Company obtains sufficient information about the client and identify actual beneficiary 
of transactions or on whose behalf transactions are conducted. 
• Verify client’s identity 
• The Company registers clients as per SEBI/RBI guidelines and it has developed appropriate 
reporting system to monitor client’s trades/transactions. 
• The Company periodically updates all documents, data or information of all clients and 
beneficial owners collected under CDD process provided the client provides the information. 
• The Company ensures that maker-checker facility is in place for all its operation as a risk 
management measure as well as to increase efficiency.  
• In case a new client is Politically Exposed Person (PEP) or a new client is a relative of PEP 
then such client activation is done only after getting prior approval of Compliance Officer. 
Compliance Officer’s approval is also be taken when a existing client become PEP at later stage. 
 
IDENTIFICATION OF BENEFICIAL OWNERSHIP 
 
The requirement as mentioned herein may be moderated according to the risk perception like in 
the case of a public specially listed company it will not be necessary to identify all the 
shareholders. The Company shall periodically update customer identification data after the 
transaction is completed and review it yearly. 
The identification of beneficial ownership has to be done by the compliance department for all 
existing clients and all new clients shall be accepted only after verifying that the client is a non 
individual whether company/partner/unincorporated association/body of individuals on the 
parameters stated below:  
 
1. The ownership of the individual account is to be identified at the time of opening of the 
account. 
2. Identification of beneficial ownership of accounts other than individuals or trust shall be 
done based on the controlling ownership interest as an individual or identifiable group which 
means the following:  
 
a) more than 25% of shares or capital or profits in case of a company. 
b)  more than 15% of the capital or profits of the partnership in case of a Partnership. 
c) more than 15% of the property or capital or profits of the unincorporated association or body 
of individuals in case of an unincorporated association or body of individuals.  
 
3. Where a trust is a client the beneficial ownership is to be identified and established by 
identifying the settler of the trust, the trustee, the protector or the beneficiaries with 15% or 
more interest in the trust and any other person exercising ultimate effective control over the 
trust through a chain control or ownership. 
 
The intention is to identify the identity of the natural person, who, whether acting alone or 
together or through one or more juridical person exercises control through ownership or who 
ultimately has controlling ownership interest. However, where the client or owner of 



 
controlling interest is a company listed on a recognized stock exchange or is a majority-owned 
subsidiary of such a company identification of the beneficial owner of such companies is not 
required. 
 
CATEGORIZATION OF CLIENTS 
 
The Company accepts the clients based on the risk they are likely to pose. For this purpose, it 
categorizes the clients under low risk, medium risk and high risk category based on appropriate 
Customer Due Diligence process. Risk Profiling of Customers is done on the basis of Yearly 
Income Declaration given by the Client, and /or on the basis of Capital/ Reserves/ Profits 
earned during the year and is periodically reviewed.  
 
MONITORING AND REPORTING OF TRANSACTIONS: 
 
Monitoring of transactions will be conducted taking into consideration the risk profile of the 
account. The Company shall make endeavors to understand the normal and reasonable activity 
of the customer so that the transactions that fall outside the regular/pattern of activity can be 
identified. 
 
DEEVEE COMMERCIALS LIMITED shall carry out the periodic review of risk 
categorization of transactions/customers and the need for applying enhanced due diligence 
measures at a periodicity of not less than once in six months. 
 
The Company shall explore the possibility of validating the new accounts opening application 
with various watch lists available in public domain, including RBI/ SEBI watch list. After due 
diligence, any transactions or suspicious nature will be duly reported by Principal Officer to 
Director, Financial Intelligence Unit- India (FIU_IND).  
 
The Company does not put any restriction on operation in the accounts of any client where an 
STR has been made and the same has been reported to FIU-IND. It is also prohibited from 
disclosing the same to the client for whom the STRs have been reported to FIU-IND. However, 
in exceptional circumstances consent is not to be given to continue to operate the account, and 
transaction may be suspended. 
 
To ensure monitoring and reporting of all transactions and sharing of information as required 
under the law for KYC, Board may nominate any Director any other officer(s) duly authorized 
by the Board of Directors to be designated as the Company’s Principal Officer with respect to 
KYC/ AML/ CFT. The Company shall at the same time ensure the following: 
 
 All personnel must be diligent in monitoring of any unusual or suspicious transaction. 
 The reporting of suspicious transaction must comply with the applicable laws / regulations. 

 
 

LETTER ISSUED BY UNIQUE IDENTIFICATION AUTHORITY OF INDIA (UIDAI) 
CONTAINING DETAILS OF NAME, ADDRESS AND AADHAAR NUMBER 
 
The Government of India issued a Notification No. 14/2010/F.No. 6/2/2007-ES dated December 
16, 2010 which recognises the letter issued by Unique Identification Authority of India (UIDAI) 
containing details of name, address and Aadhaar number, as an officially valid document as 
contained in Rule 2(1)(d) of the PML Rules, 2005. 
 
The Company shall accept the letter issued by the (UIDAI) as an officially valid document for 
opening of accounts. Attention is invited to Annex VI para 3 of Master Circular No 231 dated 



 
July 1, 2011 on KYC/AML/PMLA dealing with customer identification. However, while 
opening accounts based on Aadhaar also, the Company must satisfy itself about the current 
address of the customer by obtaining required proof of the same.  
 
ACCOUNTS OF POLITICALLY EXPOSED PERSONS (PEPS) 
 
Detailed guidelines on Customer Due Diligence (CDD) measures to be made applicable to 
Politically Exposed Person (PEP) and their family members or close relatives are contained in 
Annex VII to the Master Circular No.151/03.10.42/2009-10 dated July 1, 2009. In the event of an 
existing customer or the beneficial owner of an existing account, subsequently becoming a PEP, 
the Company shall obtain senior management approval to continue the business relationship 
and subject the account to the CDD measures as applicable to the customers of PEP category 
including enhanced monitoring on an ongoing basis. 
 
 The above instructions are also applicable to accounts where PEP is the ultimate beneficial 
owner. Further, in regard to PEP accounts, it is reiterated that the Company should have 
appropriate ongoing risk management procedures for identifying and applying enhanced CDD 
to PEPs, customers who are close relatives of PEPs, and accounts of which PEP is the ultimate 
beneficial owner. In the event of an existing customer or the beneficial owner of an existing 
account, subsequently becoming a PEP, the Company shall obtain senior management approval 
to continue the business relationship and subject the account to the CDD measures as applicable 
to the customers of PEP category including enhanced monitoring on an ongoing basis. 
 
CUSTOMER DUE DILIGENCE (CDD) PROCEDURE IN CASE OF INDIVIDUALS 
 
For undertaking CDD, the Company shall obtain the following from an individual while 
establishing an account-based relationship or while dealing with the individual who is a 
beneficial owner, authorised signatory or the power of attorney holder related to any legal 
entity: 

(a) the Aadhaar number where, 

i. he is desirous of receiving any benefit or subsidy under any scheme notified under 
section 7 of the Aadhaar (Targeted Delivery of Financial and Other subsidies, 
Benefits and Services) Act, 2016 (18 of 2016); or 

ii. he decides to submit his Aadhaar number voluntarily to a bank or any RE notified 
under first proviso to sub-section (1) of section 11A of the PML Act; or 

(aa) the proof of possession of Aadhaar number where offline verification can be carried out; 
or 

(ab) the proof of possession of Aadhaar number where offline verification cannot be carried 
out or any OVD or the equivalent e-document thereof containing the details of his identity 
and address; and 

(b) the Permanent Account Number or the equivalent e-document thereof or Form No. 60 as 
defined in Income-tax Rules, 1962; and 

(c) such other documents including in respect of the nature of business and financial status 
of the customer, or the equivalent e-documents thereof as may be required by the Company: 

Provided that where the customer has submitted, 



 
i) Aadhaar number under clause (a) above to a bank or to a RE notified under first proviso to 
sub-section (1) of section 11A of the PML Act, such bank or RE shall carry out authentication 
of the customer’s Aadhaar number using e-KYC authentication facility provided by the 
Unique Identification Authority of India. Further, in such a case, if customer wants to 
provide a current address, different from the address as per the identity information 
available in the Central Identities Data Repository, he may give a self-declaration to that 
effect to the RE. 

ii) proof of possession of Aadhaar under clause (aa) above where offline verification can be 
carried out, the Company shall carry out offline verification. 

iii) an equivalent e-document of any OVD, the Company shall verify the digital signature as 
per the provisions of the Information Technology Act, 2000 (21 of 2000) and any rules issues 
thereunder and take a live photo as specified under Annex I. 

iv) any OVD or proof of possession of Aadhaar number under clause (ab) above where 
offline verification cannot be carried out, the Company shall carry out verification through 
digital KYC as specified under Annex I. 

Provided further that in case e-KYC authentication cannot be performed for an individual 
desirous of receiving any benefit or subsidy under any scheme notified under section 7 of the 
Aadhaar (Targeted Delivery of Financial and Other subsidies, Benefits and Services) Act, 
2016 owing to injury, illness or infirmity on account of old age or otherwise, and similar 
causes, the Company shall, apart from obtaining the Aadhaar number, perform 
identification preferably by carrying out offline verification or alternatively by obtaining the 
certified copy of any other OVD or the equivalent e-document thereof from the customer. 
CDD done in this manner shall invariably be carried out by an official of the Company and 
such exception handling shall also be a part of the concurrent audit as mandated in Section 8. 
The Company shall ensure to duly record the cases of exception handling in a centralised 
exception database. The database shall contain the details of grounds of granting exception, 
customer details, name of the designated official authorising the exception and additional 
details, if any. The database shall be subjected to periodic internal audit/inspection by the 
Company and shall be available for supervisory review. 

Explanation 1: The Company shall, where its customer submits a proof of possession of 
Aadhaar Number containing Aadhaar Number, ensure that such customer redacts or blacks 
out his Aadhaar number through appropriate means where the authentication of Aadhaar 
number is not required as per proviso (i) above. 

Explanation 2: Biometric based e-KYC authentication can be done by bank official/business 
correspondents/business facilitators. 

Explanation 3: The use of Aadhaar, proof of possession of Aadhaar etc., shall be in 
accordance with the Aadhaar (Targeted Delivery of Financial and Other Subsidies Benefits 
and Services) Act, 2016 and the regulations made thereunder. 

Accounts opened using OTP based e-KYC, in non-face-to-face mode, are subject to the 
following conditions: 

i. There must be a specific consent from the customer for authentication through OTP. 
ii. the aggregate balance of all the deposit accounts of the customer shall not exceed 

rupees one lakh. In case, the balance exceeds the threshold, the account shall cease to 
be operational, till CDD as mentioned at (v) below is complete. 



 
iii. the aggregate of all credits in a financial year, in all the deposit accounts taken 

together, shall not exceed rupees two lakh. 
iv. As regards borrowal accounts, only term loans shall be sanctioned. The aggregate 

amount of term loans sanctioned shall not exceed rupees sixty thousand in a year. 
v. Accounts, both deposit and borrowal, opened using OTP based e-KYC shall not be 

allowed for more than one year within which identification as per Section 16 is to be 
carried out. 

vi. If the CDD procedure as mentioned above is not completed within a year, in respect 
of deposit accounts, the same shall be closed immediately. In respect of borrowal 
accounts no further debits shall be allowed. 

vii. 21A declaration shall be obtained from the customer to the effect that no other account 
has been opened nor will be opened using OTP based KYC in non-face-to-face mode 
with any other Company. Further, while uploading KYC information to CKYCR, 
the Company shall clearly indicate that such accounts are opened using OTP based e-
KYC and other Companies shall not open accounts based on the KYC information of 
accounts opened with OTP based e-KYC procedure in non-face-to-face mode. 

viii. The Company shall have strict monitoring procedures including systems to generate 
alerts in case of any non-compliance/violation, to ensure compliance with the above 
mentioned conditions. 

The Company may undertake live V-CIP, to be carried out by an official of the Company, 
for establishment of an account based relationship with an individual customer, after 
obtaining his informed consent and shall adhere to the following stipulations: 

i. The official of the Company performing the V-CIP shall record video as well as 
capture photograph of the customer present for identification and obtain the 
identification information as below: 
• REs other than banks: can only carry out Offline Verification of Aadhaar for 
identification. 

ii. The Company shall capture a clear image of PAN card to be displayed by the 
customer during the process, except in cases where e-PAN is provided by the 
customer. The PAN details shall be verified from the database of the issuing 
authority. 

iii. Live location of the customer (Geotagging) shall be captured to ensure that customer 
is physically present in India  

iv. The official of the Company shall ensure that photograph of the customer in the 
Aadhaar/PAN details matches with the customer undertaking the V-CIP and the 
identification details in Aadhaar/PAN shall match with the details provided by the 
customer. 

v. The official of the Company shall ensure that the sequence and/or type of questions 
during video interactions are varied in order to establish that the interactions are real-
time and not pre-recorded. 

vi. In case of offline verification of Aadhaar using XML file or Aadhaar Secure QR 
Code, it shall be ensured that the XML file or QR code generation date is not older 
than 3 days from the date of carrying out V-CIP. 

vii. All accounts opened through V-CIP shall be made operational only after being 
subject to concurrent audit, to ensure the integrity of process. 

viii. The Company shall ensure that the process is a seamless, real-time, secured, end-to-
end encrypted audiovisual interaction with the customer and the quality of the 
communication is adequate to allow identification of the customer beyond doubt. The 
Company shall carry out the liveliness check in order to guard against spoofing and 
such other fraudulent manipulations. 



 
ix. To ensure security, robustness and end to end encryption, the Company shall carry 

out software and security audit and validation of the V-CIP application before rolling 
it out.  

x. The audiovisual interaction shall be triggered from the domain of the Company 
itself, and not from third party service provider, if any. The V-CIP process shall be 
operated by officials specifically trained for this purpose. The activity log along with 
the credentials of the official performing the V-CIP shall be preserved. 

xi. The Company shall ensure that the video recording is stored in a safe and secure 
manner and bears the date and time stamp. 

xii. The Company are encouraged to take assistance of the latest available technology, 
including Artificial Intelligence (AI) and face matching technologies, to ensure the 
integrity of the process as well as the information furnished by the customer. 
However, the responsibility of customer identification shall rest with the Company. 

xiii. The Company shall ensure to redact or blackout the Aadhaar number in terms of 
Section 16. 

SIMPLIFIED PROCEDURE FOR OPENING ACCOUNTS BY NON- BANKING 
FINANCE COMPANIES (NBFCs) 
 
In case a person who desires to open an account is not able to produce documents, as specified in 
Section 16, NBFCs may at their discretion open accounts subject to the following conditions: 

a. The NBFC shall obtain a self-attested photograph from the customer. 
b. The designated officer of the NBFC certifies under his signature that the person opening 

the account has affixed his signature or thumb impression in his presence. 
c. The account shall remain operational initially for a period of twelve months, within 

which CDD as per Section 16 shall be carried out. 
d. Balances in all their accounts taken together shall not exceed rupees fifty thousand at any 

point of time. 
e. The total credit in all the accounts taken together shall not exceed rupees one lakh in a 

year. 
f. The customer shall be made aware that no further transactions will be permitted until 

the full KYC procedure is completed in case Directions (d) and (e) above are breached by 
him. 

g. The customer shall be notified when the balance reaches rupees forty thousand or the 
total credit in a year reaches rupees eighty thousand that appropriate documents for 
conducting the KYC must be submitted otherwise the operations in the account shall be 
stopped when the total balance in all the accounts taken together exceeds the limits 
prescribed in direction (d) and (e) above. 

 
KYC verification once done by one branch/office of the Company shall be valid for transfer of 
the account to any other branch/office of the same Company, provided full KYC verification 
has already been done for the concerned account and the same is not due for periodic updation. 
 
CDD MEASURES FOR LEGAL ENTITIES 
 
For opening an account of a company, certified copies of each of the following documents or the 
equivalent e-documents thereof shall be obtained: 

a. Certificate of incorporation 
b. Memorandum and Articles of Association 
c. Permanent Account Number of the company 
d. A resolution from the Board of Directors and power of attorney granted to its 

managers, officers or employees to transact on its behalf 



 
e. Documents, as specified in Section 16, relating to beneficial owner, the managers, 

officers or employees, as the case may be, holding an attorney to transact on the 
company’s behalf 

For opening an account of a partnership firm, the certified copies of each of the following 
documents or the equivalent e-documents thereof shall be obtained: 

a. Registration certificate 
b. Partnership deed 
c. Permanent Account Number of the partnership firm 
d. Documents, as specified in Section 16, relating to beneficial owner, managers, officers 

or employees, as the case may be, holding an attorney to transact on its behalf 

For opening an account of a trust, certified copies of each of the following documents or the 
equivalent e-documents thereof shall be obtained: 

a. Registration certificate 
b. Trust deed 
c. Permanent Account Number or Form No.60 of the trust 
d. Documents, as specified in Section 16, relating to beneficial owner, managers, officers 

or employees, as the case may be, holding an attorney to transact on its behalf 

For opening an account of an unincorporated association or a body of individuals, certified 
copies of each of the following documents or the equivalent e-documents thereof shall be 
obtained: 

a. Resolution of the managing body of such association or body of individuals 
b. Permanent Account Number or Form No. 60 of the unincorporated association or a 

body of individuals 
c. Power of attorney granted to transact on its behalf 
d. Documents, as specified in Section 16, relating to beneficial owner, managers, officers 

or employees, as the case may be, holding an attorney to transact on its behalf and 
e. Such information as may be required by the Company to collectively establish the 

legal existence of such an association or body of individuals. 

Explanation: Unregistered trusts/partnership firms shall be included under the term 
‘unincorporated association’. 
Explanation: Term ‘body of individuals’ includes societies. 
 
For opening accounts of juridical persons not specifically covered in the earlier part, such as 
societies, universities and local bodies like village panchayats, certified copies of the following 
documents or the equivalent e-documents thereof shall be obtained: 

a. Document showing name of the person authorised to act on behalf of the entity; 
b. Documents, as specified in Section 16, of the person holding an attorney to transact 

on its behalf and 
c. Such documents as may be required by the Company to establish the legal existence 

of such an entity/juridical person. 

ACCOUNTS OF PROPRIETARY CONCERNS 
 
The Company shall follow its internal guidelines for customer identification procedure of legal 
entities as may be framed by it based on its experience of dealing with such entities, normal 



 
lenders prudence and the legal requirements as per established practices. If the Company decides 
to accept such accounts in terms of the Customer Acceptance Policy, the Company shall take 
reasonable measures to identify the beneficial owner(s) and verify his / her / their identity in a 
manner so that it is satisfied that it knows who the beneficial owner(s) is /are. 
 
In case of accounts of proprietorship concerns, apart from following the extant guidelines on 
customer identification procedure as applicable to the proprietor, the Company should call for 
and verify the following documents before opening of accounts in the name of a proprietary 
concern: 
 
i) Proof of the name, address and activity of the concern, like registration certificate (in the 
case of a  registered  concern), certificate/licence issued by the Municipal authorities under 
Shop &  Establishment Act, sales and income tax returns, CST / VAT certificate, certificate / 
registration  document issued by Sales Tax / Service Tax/ Professional Tax authorities, 
etc. 
 
ii) Any registration / licensing document issued in the name of the proprietary concern by the 

Central Government or State Government Authority/ Department. The Company may also 
accept IEC (Importer Exporter Code) issued to the proprietary concern by the office of 
DGFT as an identity document for opening of account. 

 
iii)  The complete Income Tax return (not just the acknowledgement) in the name of the 
sole proprietor  where the firm's income is reflected, duly authenticated/acknowledged by the 
Income Tax Authorities. 
 
iv)  Utility bills such as electricity, water, and landline telephone bills in the name of the 
proprietary  concern. 
 
v)  Any two of the above documents would suffice. These documents should be in the name of 
the  proprietary concern. 
 
FINANCIAL INTELLIGENCE UNIT (FIU)-INDIA 
 
The Government of India has set up FINANCIAL INTELLIGENCE UNIT (FIU) – INDIA 
on November 18, 2004 as an independent body to report directly to the Economic Intelligence 
Council (EIC) headed by Finance Minister. FIU-IND has been established as the central 
national agency responsible for receiving, processing, analyzing and disseminating information 
related to suspect financial transactions. FIU-IND is also responsible for co-coordinating and 
stretching efforts of national and international intelligence and enforcement agencies in 
pursuing the global efforts against money laundering and related crimes. 
 
APPOINTMENT OF PRINCIPAL OFFICER 
 
The Company has appointed Ms. Shreya Routh as the Principal Officer under the provisions of 
PMLA and has intimated his name and contact details to FIU-IND. The role and 
responsibilities of the Principal Officer has been detailed therein. With a view to enable the 
Principal Officer to discharge his responsibilities, the Company is required to ensure that the 
Principal Officer and other appropriate staff should have timely access to customer 
identification data and other CDD information, transaction records and other relevant 
information. Further, the company should ensure that the Principal Officer is able to act 
independently and report directly to the senior management or to the Board of Directors. It was 
clarified that the role and responsibilities of the Principal Officer should include overseeing and 
ensuring overall compliance with regulatory guidelines on KYC/AML/CFT issued from time 



 
to time and obligations under the Prevention of Money Laundering Act, 2002, rules and 
regulations made there under, as amended form time to time. 
 
Principal Officer(s) for KYC will act independently and report directly to the concerned 
Director or to the Board of Directors. If the Directors have been appointed as Principal 
Officer(s), the role and responsibilities of the Principal Officer(s) would include overseeing and 
ensuring overall compliance with regulatory guidelines on KYC/AML/CFT issued from time 
to time and obligations under the Prevention of Money Laundering Act, 2002, rules and 
regulations made there under, as amended form time to time. 
 
• RESPONSIBILITIES OF PRINCIPAL OFFICER: 

 
The Principal Officer ensures that:  
 The PMLA Guidelines and the Board approved PMLA policy is implemented effectively by 
the company. 
 The identification and assessment of potentially suspicious transactions are done on the 

regular basis. 
 The Company reports the suspicious transactions to the concerned authorities within the 
specific time as    per the PMLA policy. 
 The Company is regularly updated regarding any changes/ additions/modifications in PMLA 
provisions. 
 The Company responds promptly to any request for information, including KYC related 
information, made by the regulators, FIU- IND and other statutory authorities. Any other 
responsibilities assigned by Director or any other official authorized by Director with respect to 
the implementation of PMLA guidelines issued by RBI from time to time. 
 The collection of data on the borrower side would be the primary responsibility of Principal 
Officer and the required data as per prescribed formats KYC Forms in this policy shall be 
collected. To ensure monitoring of KYC Guidelines, the record of borrowers shall be updated 
annually or in case there is any change in the structure of entity within a reasonable period. 
 
ON- GOING DUE DILIGENCE 
 
The Company shall undertake on-going due diligence of customers to ensure that their 
transactions are consistent with their knowledge about the customers, customers’ business and 
risk profile; and the source of funds. 
 
Without prejudice to the generality of factors that call for close monitoring following types of 
transactions shall necessarily be monitored: 

a. Large and complex transactions including RTGS transactions, and those with 
unusual patterns, inconsistent with the normal and expected activity of the customer, 
which have no apparent economic rationale or legitimate purpose. 

b. Transactions which exceed the thresholds prescribed for specific categories of 
accounts. 

c. High account turnover inconsistent with the size of the balance maintained. 
d. Deposit of third party cheques, drafts, etc. in the existing and newly opened accounts 

followed by cash withdrawals for large amounts. 

The extent of monitoring shall be aligned with the risk category of the customer. 

Explanation: High risk accounts have to be subjected to more intensified monitoring. 



 
a. A system of periodic review of risk categorisation of accounts, with such periodicity 

being at least once in six months, and the need for applying enhanced due diligence 
measures shall be put in place. 

b. The transactions in accounts of marketing firms, especially accounts of Multi-level 
Marketing (MLM) Companies shall be closely monitored. 

Explanation: Cases where a large number of cheque books are sought by the company and/or 
multiple small deposits (generally in cash) across the country in one bank account and/or 
where a large number of cheques are issued bearing similar amounts/dates, shall be 
immediately reported to Reserve Bank of India and other appropriate authorities such as 
FIU-IND. 

PERIODIC UPDATION 

Periodic updation shall be carried out at least once in every two years for high risk 
customers, once in every eight years for medium risk customers and once in every ten years 
for low risk customers as per the following procedure: 

(a) The Company shall carry out 

i. CDD, as specified in Section 16, at the time of periodic updation. However, in case of 
low risk customers when there is no change in status with respect to their identities 
and addresses, a self-certification to that effect shall be obtained. 

ii. In case of Legal entities, the Company shall review the documents sought at the time 
of opening of account and obtain fresh certified copies. 

Provided, the Company shall ensure that KYC documents are available with them. 

(b) The Company may not insist on the physical presence of the customer for the purpose 
of furnishing OVD or furnishing consent for Aadhaar authentication/Offline 
Verification unless there are sufficient reasons that physical presence of the account 
holder/holders is required to establish their bona-fides. Normally, OVD/Consent 
forwarded by the customer through mail/post, etc., shall be acceptable. 

(c) The Company shall ensure to provide acknowledgment with date of having performed 
KYC updation. 

(d) The time limits prescribed above would apply from the date of opening of the account/ 
last verification of KYC. 

In case of existing customers, the Company shall obtain the Permanent Account Number or 
equivalent e-document thereof or Form No.60, by such date as may be notified by the 
Central Government, failing which the Company shall temporarily cease operations in the 
account till the time the Permanent Account Number or equivalent e-documents thereof or 
Form No. 60 is submitted by the customer. 

Provided that before temporarily ceasing operations for an account, the Company shall give 
the customer an accessible notice and a reasonable opportunity to be heard. Further, the 
Company shall include, in its internal policy, appropriate relaxation(s) for continued 
operation of accounts for customers who are unable to provide Permanent Account 
Number or equivalent e-document thereof or Form No. 60 owing to injury, illness or 
infirmity on account of old age or otherwise, and such like causes. Such accounts shall, 
however, be subject to enhanced monitoring. 



 
Provided further that if a customer having an existing account-based relationship with the 
Company gives in writing that he does not want to submit his Permanent Account 
Number or equivalent e-document thereof or Form No.60, the Company shall close the 
account and all obligations due in relation to the account shall be appropriately settled after 
establishing the identity of the customer by obtaining the identification documents as 
applicable to the customer. 

Explanation – For the purpose of this Section, “temporary ceasing of operations” in relation 
an account shall mean the temporary suspension of all transactions or activities in relation to 
that account by the Company till such time the customer complies with the provisions of 
this Section. In case of asset accounts such as loan accounts, for the purpose of ceasing the 
operation in the account, only credits shall be allowed. 

SIMPLIFIED KYC NORMS FOR FOREIGN PORTFOLIO INVESTORS (FPIs) 

Accounts of FPIs which are eligible/ registered as per SEBI guidelines, for the purpose of 
investment under Portfolio Investment Scheme (PIS), shall be opened by accepting KYC 
documents as detailed in Annex II, subject to Income Tax (FATCA/CRS) Rules. 

Provided that banks shall obtain undertaking from FPIs or the Global Custodian acting on 
behalf of the FPI that as and when required, the exempted documents as detailed in Annex 
II will be submitted. 

SUSPICION OF MONEY LAUNDERING/TERRORIST FINANCING 
 
To prevent the Company from being used, intentionally or unintentionally, by criminal 
elements for money laundering or terrorist financing, it was clarified that whenever there is 
suspicion of money laundering or terrorist financing or when other factors give rise to a belief 
that the customer does not, in fact, pose a low risk, the Company shall carry out full scale 
customer due diligence (CDD) before opening an account. 
 
FILING OF SUSPICIOUS TRANSACTION REPORT (STR) 
 
The Company should not open an account (or should consider closing an existing account) 
when it is unable to apply appropriate CDD measures. In the circumstances when the Company 
believes that it would no longer be satisfied that it knows the true identity of the account holder, 
the Company should also file an STR with FIU-IND. 
 
OBLIGATIONS OF NBFCS IN TERMS OF RULES NOTIFIED UNDER PREVENTION 
OF MONEY LAUNDERING ACT, 2002 
 
1. The Company shall in place a system of internal reporting of suspicious transactions and 
cash transactions of Rs.10 lakh and above. The Company shall ensure the preservation and 
reporting of customer account information.  It shall take all steps considered necessary to ensure 
compliance with the requirements of section 12 of the Act ibid as per the provisions of PMLA, 
2002 and the Rules notified there under. 
 
2. MAINTENANCE OF RECORDS OF TRANSACTIONS 
 
The Company shall introduce a system of maintaining proper record of transactions as 
mentioned below: 
(i) all cash transactions of the value of more than rupees ten lakh or its equivalent in foreign 
currency; 



 
(ii) all series of cash transactions integrally connected to each other which have been valued 
below rupees ten lakh or its equivalent in foreign currency where such series of transactions 
have taken place within a month and the aggregate value of such transactions exceeds rupees ten 
lakh; 
(iii) all cash transactions where forged or counterfeit currency notes or bank notes have been 
used as genuine and where any forgery of a valuable security has taken place; 
(iv) all suspicious transactions whether or not made in cash and in manner as mentioned in the 
Rules framed by Government of India under the Prevention of Money Laundering Act , 2002. 
 
3. INFORMATION TO BE PRESERVED 
 
The Company shall maintain the following information in respect of transactions: 
 
 (i) the nature of the transactions; 
(ii) the amount of the transaction and the currency in which it was denominated; 
(iii) the date on which the transaction was conducted; and 
(iv) the parties to the transaction. 
 
4. MAINTENANCE AND PRESERVATION OF RECORDS 

 
PMLA stipulates that the Company should take appropriate steps to evolve a system for proper 
maintenance and preservation of account information in a manner that allows data to be 
retrieved easily and quickly whenever required or when requested by the competent authorities. 
Further, the Company should maintain for at least ten years from the date of cessation of 
transaction between itself and the client, all necessary records of transactions, both domestic or 
international, which will permit reconstruction of individual transactions (including the 
amounts and types of currency involved if any) so as to provide, if necessary, evidence for 
prosecution of persons involved in criminal activity. In cases where the records relate to on-
going investigations or transactions that have been a subject of a suspicious transaction 
reporting, they should be retained until it is confirmed that the case has been closed. 
 
 In view of this, the Company maintains the records in terms of the provisions of PMLA. 

The retention period is modified on receiving appropriate instructions from any regulatory 
authority like RBI, SEBI, FIU-IND or any other statutory authority. 

 Records must be kept of all documents obtained for the purpose of identification and all 
transaction data as well as other information related to money laundering matters in 
accordance with the applicable Anti Money Laundering Laws. 

 The Company should ensure that records pertaining to the identification of the customer 
and his address (e.g. copies of documents like passports, identity cards, driving licenses, 
PAN, utility bills etc.) obtained while opening the account and during the course of business 
relationship, are properly preserved for at least ten years after the business relationship is 
ended. The identification records and transaction data should be made available to the 
competent authorities upon request. 

 
5.  REPORTING TO FINANCIAL INTELLIGENCE UNIT-INDIA 
 
In terms of the PMLA rules, the Company is required to report information relating to cash and 
suspicious transactions to the Director, Financial Intelligence Unit-India (FIU-IND) at the 
following address: 
 
 
 



 
 
Director, FIU, 
Financial Intelligence Unit-India, 
6th Floor, Hotel Samrat, 
Chanakyapuri, 
New Delhi-110021 
 
I) The Company take into record all the reporting formats as enclosed with the above RBI 
Master Circular dated July 1, 2013. There are altogether five reporting formats prescribed for a 
banking company viz. i) Manual reporting of cash transactions ii) Manual reporting of 
suspicious transactions iii) Consolidated reporting of cash transactions by Principal Officer of 
the bank iv) Electronic data structure for cash transaction reporting and v) Electronic data 
structure for suspicious transaction reporting.  
 
The reporting formats contain detailed guidelines on the compilation and manner/procedure of 
submission of the reports to FIU-IND. The Company shall adopt the format prescribed for 
banks with suitable modifications. The Company shall initiate urgent steps to ensure electronic 
filing of cash transaction report (CTR) as early as possible. However, as the Company is not in 
a position to immediately file electronic reports, it shall file manual reports to FIU-IND. While 
detailed instructions for filing all types of reports are given in the instructions part of the related 
formats, the Company should scrupulously adhere to the following: 
 
(a) The cash transaction report (CTR) for each month should be submitted to FIU-IND by 15th 
of the succeeding month. While filing CTR, individual transactions below rupees fifty thousand 
may not be included; 
(b) The Suspicious Transaction Report (STR) should be furnished within 7 days of arriving at a 
conclusion that any transaction, whether cash or non cash, or a series of transactions integrally 
connected are of suspicious nature. The Principal Officer should record his reasons for treating 
any transaction or a series of transactions as suspicious. It should be ensured that there is no 
undue delay in arriving at such a conclusion once a suspicious transaction report is received 
from a branch or any other office. Such report should be made available to the competent 
authorities on request; 
(c) The Principal Officer shall be responsible for timely submission of CTR and STR to FIU-
IND; 
(d) Utmost confidentiality should be maintained in filing of CTR and STR with FIU-IND. The 
reports may be transmitted by speed/ registered post, fax, email at the notified address;’ 
(e) It should be ensured that the reports for all the branches are filed in one mode i.e. electronic 
or manual; 
(f) A summary of cash transaction report for the Company as a whole may be compiled by the 
Principal Officer of the Company in physical form as per the format specified. The summary 
should be signed by the Principal Officer and submitted both for manual and electronic 
reporting. 
 
6.  The Company may not put any restrictions on operations in the accounts where an STR has 
been made. However, it should be ensured that there is no tipping off to the customer at any 
level. 
 
7. The Company shall pay special attention to all complex, unusual large transactions and all 
unusual patterns of transactions, which have no apparent economic or visible lawful purpose. It 
is further clarified that the background including all documents/office records/memorandums 
pertaining to such transactions and purpose thereof should, as far as possible, be examined and 
the findings at branch as well as Principal Officer level should be properly recorded. These 
records are required to be preserved for ten years as is required under PMLA, 2002. Such records 



 
and related documents should be made available to help auditors in their work relating to 
scrutiny of transactions and also to Reserve Bank/other relevant authorities. 
 
8. The Company shall ensure that the customer is not being tipped off on the STRs made by it 
to FIU-IND. It is likely that in some cases transactions are abandoned/ aborted by customers on 
being asked to give some details or to provide documents. The Company should report all such 
attempted transactions in STRs, even if not completed by customers, irrespective of the amount 
of the transaction. 
 
9. While making STRs, the Company should be guided by the definition of 'suspicious 
transaction' as contained in Rule 2(g) of Rules ibid. The Company should make STRs if they 
have reasonable ground to believe that the transaction involve proceeds of crime generally 
irrespective of the amount of transaction and/or the threshold limit envisaged for predicate 
offences in part B of Schedule of PMLA, 2002 . 
 
10. In the context of creating KYC/AML awareness among the staff and for generating alerts 
for suspicious transactions, NBFCs may consider the indicative list of suspicious activities 
contained in Annex-V of the RBI Circular No. DNBS (PD) CC No.339 /03.10.42/ 2013-14 dated 1 
July, 2013. 
 
CLOSURE OF ACCOUNTS/TERMINATION OF FINANCING/BUSINESS 
RELATIONSHIP 
 
Where the Company is unable to apply appropriate KYC measures due to non furnishing of 
information and/or non-operation by the customer, it shall terminate Financing/Business 
Relationship after issuing due notice to the customer explaining the reasons for taking such a 
decision. Such decision shall be taken with the approval of Board of Directors or Principal 
Officer. 
 
CONFIDENTIALITY OF INFORMATION   
 
Information collected from the Customers shall be treated as confidential and details thereof are 
not to be divulged for cross selling or any other like purposes. The Company shall therefore, 
ensure that information sought from the Customer is relevant to the perceived risk, is not 
intrusive and is in conformity with the guidelines issued by RBI/ SEBI in this regard.  
 
GRIEVANCE REDRESSAL MECHANISM 

 
In order to provide the best service to its customers and to satisfy their demands the Company 
shall form a Grievance Redressal Committee and lay down appropriate Grievance Redressal 
Mechanism within the organization. The main function of this committee is to hear the 
grievances of the clients and address the same. The Board shall maintain the policy of reviewing 
the compliances of the adopted Fair Practice Code on a periodical basis.  
 
OTHER PROVISIONS 
 
The Board shall not interfere in the workings of the borrower unless it affects the arrangement 
entered into with the Company and or some breaches have been found. It shall not harass its 
borrowers unduly and shall stick to the terms and conditions for the recovery of loans and for 
any other miscellaneous purposes. 

 
FREEZING OF ASSETS UNDER SECTION 51A OF UNLAWFUL ACTIVITIES 
(PREVENTION) ACT, 1967 



 
 
The procedure laid down in the UAPA Order dated March 14, 2019 shall be strictly followed and 
meticulous compliance with the Order issued by the Government shall be ensured. 
 
CDD PROCEDURE AND SHARING KYC INFORMATION WITH CENTRAL KYC 
RECORDS REGISTRY (CKYCR) 
 
The Company shall capture the KYC information for sharing with the CKYCR in the manner 
mentioned in the Rules, as required by the revised KYC templates prepared for ‘individuals’ and 
‘Legal Entities’ as the case may be. Government of India has authorised the Central Registry of 
Securitisation Asset Reconstruction and Security Interest of India (CERSAI), to act as, and to 
perform the functions of the CKYCR vide Gazette Notification No. S.O. 3183(E) dated 
November 26, 2015. 
 
REPORTING REQUIREMENT UNDER FOREIGN ACCOUNT TAX COMPLIANCE 
ACT (FATCA) AND COMMON REPORTING STANDARDS (CRS) 
 
Under FATCA and CRS, the Company shall adhere to the provisions of Income Tax 
Rules 114F, 114G and 114H and determine whether they are a Reporting Financial Institution as 
defined in Income Tax Rule 114F and if so, shall take following steps for complying with the 
reporting requirements: 

(a) Register on the related e-filling portal of Income Tax Department as Reporting Financial 
Institutions at the link https://incometaxindiaefiling.gov.in/ post login --> My Account --> 
Register as Reporting Financial Institution, 

(b) Submit online reports by using the digital signature of the ‘Designated Director’ by 
either uploading the Form 61B or ‘NIL’ report, for which, the schema prepared by Central 
Board of Direct Taxes (CBDT) shall be referred to. 

Explanation: The Company shall refer to the spot reference rates published by Foreign 
Exchange Dealers’ Association of India (FEDAI) on their website at 
http://www.fedai.org.in/RevaluationRates.aspx for carrying out the due diligence procedure 
for the purposes of identifying reportable accounts in terms of Rule 114H. 

(c) Develop Information Technology (IT) framework for carrying out due diligence 
procedure and for recording and maintaining the same, as provided in Rule 114H. 

(d) Develop a system of audit for the IT framework and compliance with Rules 114F, 114G 
and 114H of Income Tax Rules. 

(e) Constitute a “High Level Monitoring Committee” under the Designated Director or any 
other equivalent functionary to ensure compliance. 

(f) Ensure compliance with updated instructions/ rules/ guidance notes/ Press releases/ 
issued on the subject by Central Board of Direct Taxes (CBDT) from time to time and 
available on the web site http://www.incometaxindia.gov.in/Pages/default.aspx. The 
Company may take note of the following: 

i. updated Guidance Note on FATCA and CRS 
ii. a press release on ‘Closure of Financial Accounts’ under Rule 114H (8) 

 



 
 
MONEY LAUNDERING AND TERRORIST FINANCING RISK ASSESSMENT: 

(a) The Company shall carry out ‘Money Laundering (ML) and Terrorist Financing 
(TF) Risk Assessment’ exercise periodically to identify, assess and take effective 
measures to mitigate its money laundering and terrorist financing risk for clients, 
countries or geographic areas, products, services, transactions or delivery channels, 
etc. 

(b) The assessment process should consider all the relevant risk factors before 
determining the level of overall risk and the appropriate level and type of mitigation 
to be applied. While preparing the internal risk assessment, the Company shall take 
cognizance of the overall sector-specific vulnerabilities, if any, that the 
regulator/supervisor may share with the Company from time to time. 

(c) The risk assessment by the Company shall be properly documented and be 
proportionate to the nature, size, geographical presence, complexity of 
activities/structure, etc. Further, the periodicity of risk assessment exercise shall be 
determined by the Board of the Company, in alignment with the outcome of the risk 
assessment exercise. However, it should be reviewed at least annually. 

(d) The outcome of the exercise shall be put up to the Board or any committee of the 
Board to which power in this regard has been delegated, and should be available to 
competent authorities and self-regulating bodies. 

(e) The Company shall apply a Risk Based Approach (RBA) for mitigation and 
management of the identified risk and should have Board approved policies, controls 
and procedures in this regard. Further, REs shall monitor the implementation of the 
controls and enhance them if necessary. 

INTRODUCTION OF NEW TECHNOLOGIES – CREDIT CARDS/DEBIT CARDS/ 
SMART CARDS/GIFT CARDS/MOBILE WALLET/ NET BANKING/ MOBILE 
BANKING/RTGS/ NEFT/ECS/IMPS ETC. 
 
Adequate attention shall be paid by the Company to any money-laundering and financing of 
terrorism threats that may arise from new or developing technologies and it shall be ensured 
that appropriate KYC procedures issued from time to time are duly applied before introducing 
new products/services/technologies. Agents used for marketing of credit cards shall also be 
subjected to due diligence and KYC measures. 
 
CUSTOMER EDUCATION & AWARENESS 
 
To implement AML/CFT measures requires the Company to demand certain information from 
clients which may be of personal nature or has hitherto never been called for. Such information 
can include documents evidencing source of funds/income tax returns/bank records etc. This 
can sometimes lead to raising of questions by the client with regard to the motive and purpose 
of collecting such information. There is, therefore, a need for the Company to sensitize their 
clients about these requirements as the ones emanating from AML and CFT framework. It is 
the duty of the Compliance Officer and Principal Officer including the other senior members to 
educate the clients for the objective of AML/ CFT programme and its needs and seek their full 
cooperation to implement the same. 

 
UPDATION IN KYC POLICY OF COMPANY 
 
The Board of Directors of the Company shall be authorized to amend/modify the KYC/ AML/ 
CFT Policy or such other related guidance notes of Company, to be in line with RBI / SEBI or 
such other statutory authority’s requirements/updates/ amendments time to time. 



 
 
REVIEW OF POLICY 
 
The aforesaid AML policy is reviewed periodically with regard to testing its adequacy to meet 
the compliance requirements of PMLA 2002. The Principal Officer is the authority to give 
directions to undertake additions, changes, modifications etc. as directed by RBI/ SEBI/ FIU-
IND. 

Annex I 
Digital KYC Process 

A. The Company shall develop an application for digital KYC process which shall be made 
available at customer touch points for undertaking KYC of their customers and the KYC 
process shall be undertaken only through this authenticated application of the Company. 
 
B. The access of the Application shall be controlled by the Company and it should be ensured 
that the same is not used by unauthorized persons. The Application shall be accessed only 
through login-id and password or Live OTP or Time OTP controlled mechanism given by 
Company to its authorized officials. 
 
C. The customer, for the purpose of KYC, shall visit the location of the authorized official of 
the Company or vice-versa. The original OVD shall be in possession of the customer. 
 
D. The Company must ensure that the Live photograph of the customer is taken by the 
authorized officer and the same photograph is embedded in the Customer Application Form 
(CAF). Further, the system Application of the Company shall put a water-mark in readable 
form having CAF number, GPS coordinates, authorized official’s name, unique employee Code 
(assigned by REs) and Date (DD:MM:YYYY) and time stamp (HH:MM:SS) on the captured 
live photograph of the customer. 
 
E. The Application of the Company shall have the feature that only live photograph of the 
customer is captured and no printed or video-graphed photograph of the customer is captured. 
The background behind the customer while capturing live photograph should be of white colour 
and no other person shall come into the frame while capturing the live photograph of the 
customer. 
 
F. Similarly, the live photograph of the original OVD or proof of possession of Aadhaar where 
offline verification cannot be carried out (placed horizontally), shall be captured vertically from 
above and water-marking in readable form as mentioned above shall be done. No skew or tilt in 
the mobile device shall be there while capturing the live photograph of the original documents. 
 
G. The live photograph of the customer and his original documents shall be captured in proper 
light so that they are clearly readable and identifiable. 
 
H. Thereafter, all the entries in the CAF shall be filled as per the documents and information 
furnished by the customer. In those documents where Quick Response (QR) code is available, 
such details can be auto-populated by scanning the QR code instead of manual filing the details. 
For example, in case of physical Aadhaar/e-Aadhaar downloaded from UIDAI where QR code 
is available, the details like name, gender, date of birth and address can be auto-populated by 
scanning the QR available on Aadhaar/e-Aadhaar. 
 
I. Once the above mentioned process is completed, a One Time Password (OTP) message 
containing the text that ‘Please verify the details filled in form before sharing OTP’ shall be sent 



 
to customer’s own mobile number. Upon successful validation of the OTP, it will be treated as 
customer signature on CAF. However, if the customer does not have his/her own mobile 
number, then mobile number of his/her family/relatives/known persons may be used for this 
purpose and be clearly mentioned in CAF. In any case, the mobile number of authorized officer 
registered with the Company shall not be used for customer signature. The Company must 
check that the mobile number used in customer signature shall not be the mobile number of the 
authorized officer. 
 
J. The authorized officer shall provide a declaration about the capturing of the live photograph 
of customer and the original document. For this purpose, the authorized official shall be verified 
with One Time Password (OTP) which will be sent to his mobile number registered with the 
Company. Upon successful OTP validation, it shall be treated as authorized officer’s signature 
on the declaration. The live photograph of the authorized official shall also be captured in this 
authorized officer’s declaration. 
 
K. Subsequent to all these activities, the Application shall give information about the 
completion of the process and submission of activation request to activation officer of the 
Company, and also generate the transaction-id/reference-id number of the process. The 
authorized officer shall intimate the details regarding transaction-id/reference-id number to 
customer for future reference. 
 
L. The authorized officer of the Company shall check and verify that:- (i) information available 
in the picture of document is matching with the information entered by authorized officer in 
CAF. (ii) live photograph of the customer matches with the photo available in the document.; 
and (iii) all of the necessary details in CAF including mandatory field are filled properly.; 
 
M. On Successful verification, the CAF shall be digitally signed by authorized officer of the 
Company who will take a print of CAF, get signatures/thumb-impression of customer at 
appropriate place, then scan and upload the same in system. Original hard copy may be returned 
to the customer. 



 
Annex II 

KYC documents for eligible FPIs under PIS 
  FPI Type 
Document Type Category I Category II Category III 

Entity Level 

Constitutive Documents 
(Memorandum and 
Articles of Association, 
Certificate of 
Incorporation etc.) 

Mandatory Mandatory Mandatory 

Proof of Address 

Mandatory 
(Power of 
Attorney 
{PoA} 
mentioning the 
address is 
acceptable as 
address proof) 

Mandatory 
(Power of 
Attorney 
mentioning the 
address is 
acceptable as 
address proof) 

Mandatory 
other than 
Power of 
Attorney 

PAN57 Mandatory Mandatory Mandatory 
Financial Data Exempted * Exempted * Mandatory 
SEBI Registration 
Certificate 

Mandatory Mandatory Mandatory 

Board Resolution @@ Exempted * Mandatory Mandatory 

Senior 
Management 
(Whole Time 
Directors/ 
Partners/ 
Trustees/ etc.) 

List Mandatory Mandatory Mandatory 

Proof of Identity Exempted * Exempted * 

Entity 
declares* on 
letter head full 
name, 
nationality, 
date of birth or 
submits photo 
identity proof 

Proof of Address Exempted * Exempted * Declaration on 
Letter Head * 

Photographs Exempted Exempted Exempted * 

Authorized 
Signatories 

List and Signatures 

Mandatory – 
list of Global 
Custodian 
signatories can 
be given in case 
of PoA to 
Global 
Custodian 

Mandatory - 
list of Global 
Custodian 
signatories can 
be given in case 
of PoA to 
Global 
Custodian 

Mandatory 

Proof of Identity Exempted * Exempted * Mandatory 

Proof of Address Exempted * Exempted * Declaration on 
Letter Head * 

Photographs Exempted Exempted Exempted * 

Ultimate 
Beneficial 
Owner (UBO) 

List Exempted * 

Mandatory 
(can declare 
“no UBO over 
25%”) 

Mandatory 

Proof of Identity Exempted * Exempted * Mandatory 
Proof of Address Exempted * Exempted * Declaration on 



 
Letter Head * 

Photographs Exempted Exempted Exempted * 
* Not required while opening the bank account. However, FPIs concerned may submit an 
undertaking that upon demand by Regulators/Law Enforcement Agencies the relative 
document/s would be submitted to the bank. 
@@ FPIs from certain jurisdictions where the practice of passing Board Resolution for the 
purpose of opening bank accounts etc. is not in vogue, may submit ‘Power of Attorney 
granted to Global Custodian/Local Custodian in lieu of Board Resolution’ 
 
Category Eligible Foreign Investors 

I. 
Government and Government related foreign investors such as Foreign Central 
Banks, Governmental Agencies, Sovereign Wealth Funds, International/ 
Multilateral Organizations/ Agencies. 

II. a) Appropriately regulated broad based funds such as Mutual Funds, Investment 
Trusts, Insurance /Reinsurance Companies, Other Broad Based Funds etc. 
 
b) Appropriately regulated entities such as Banks, Asset Management 
Companies, Investment Managers/ Advisors, Portfolio Managers etc. 
 
c) Broad based funds whose investment manager is appropriately regulated. 
 
d) University Funds and Pension Funds. 
 
e) University related Endowments already registered with SEBI as FII/Sub 
Account. 

III. 
All other eligible foreign investors investing in India under PIS route not eligible 
under Category I and II such as Endowments, Charitable Societies/Trust, 
Foundations, Corporate Bodies, Trusts, Individuals, Family Offices, etc. 

 


